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The current cyber security threat landscape is becoming increasingly complex, and more and more 

organizations are falling prey to cyber attacks on a daily basis. Cybercrime is becoming an important 

factor not only on the minds of Chief Information Security Officers (CISOs) and IT professionals but also 

for CEOs, compliance officers and business owners. Unfortunately, most executives are overwhelmed 

with today’s information security offerings and don’t know where to start to implement an 
organization-wide security program. IT Security Governance Consulting is a critical step to help 

executives meet their corporate objectives and provide them with executive-level strategic advice to 

better manage the risks to their sensitive information assets. 

 
 

THE IT SECURITY GOVERNANCE CONSULTING SERVICES OF HITACHI SYSTEMS 

SECURITY INC. ARE DESIGNED TO: 

 Help you acquire senior-level information security expertise to address strategic 

security requirements within your organization 

 Train executives on relevant information security topics during workshops, e.g. on IT 

risk management or IT governance 

 Raise awareness for the value of information security in the protection of critical 

corporate assets and the prevention of data theft 

 

WHAT IS IT SECURITY GOVERNANCE CONSULTING?  

Our IT Security Governance Consulting service is a retainer for the full suite of other security services, 

intended as—support for clients that do not have a CISO or whose CISO is overextended. It includes 

the provision of CISO-level strategic advice regarding the customer’s information security framework, 
overall security posture and recommendations to achieve the customer’s long term information 
security needs. Its objective is to augment the client’s existing information security program, including 

executive-level information security workshops focusing on specific security topics and best practices, 

as well as development of employee-level education and awareness. 
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Hitachi Systems Security Inc. offers the following IT Security Governance Consulting services: 

 Provide senior level advisory services to Customers, focusing on strategic information security 

requirements. 

 Offer Chief Information Security Officer (CISO) capabilities to Customers that do not have a 

CISO role in place within their organization on a retainer program.  

 Provide executive level workshops on relevant information security topics, including (but not 

limited to) information risk management and IT Governance. 

 Conduct employee, management, and executive level awareness seminars on information 

security topics developed collaboratively with Customers. 

 

DELIVERABLES  

Upon completion of an IT Security Governance Consulting engagement, you will be provided with one 

or all of the following deliverables:  

 Strategic advice regarding the Customer’s information security framework, overall security 
posture, and recommendations to achieve the Customer’s long term information security needs. 

 CISO level support on a retainer program, to augment the Customer’s information security 
program. 

 Executive level information security workshops focusing on specific information security topics. 

 Employee level education and session material, targeting specific information security 

awareness topics. 

 

 

SERVICE ELEMENTS 

OUTCOMES 

 Identify and understand your organizational security posture 

 Obtain executive-level, specialized training on today’s most relevant information security 

topics 

 Evaluate your corporate information security needs and learn how to address them 

 Learn how to implement employee security awareness programs in your organization 


